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Abstract: In 2007 Estonia was faced with a new type of international violence that was difficult to conceptualise. Characterisations of the cyber attacks by Estonian officials at the time ranged from war, crime to terrorism. The technological makeup of cyberspace led to a range of problems for the traditional distinctions between these categories and hence international law was uncertain in its application to this new form of violence. These issues are among those generally discussed in literature on cyber attacks and international law. This literature also tends to follow a typical pattern of writing about law and technology, and arguably this does not result in a developed understanding of the relationship between law and technology. However, another body of literature exists which seeks to understand the intersection of law and technology better by looking at past events where technology created problems for the law, the socio-technical context of the law and the values that law seeks to protect. By adopting the insights from this body of literature, the uncertainties that cyber attacks (technology) creates for law will be explored. Accordingly, it will be shown that cyber attacks create a number of uncertainties for international law. On one level, this new type of violence has created uncertainties in the application of existing law and thus led to legal issues. These are centred around doctrinal issues on state responsibility (particularly attribution) and what constitutes an illegitimate use of force. On another level, they raise uncertainties about the compatibility of law premised upon a technological environment in which state sovereignty is central to regulate behaviour in an environment in which states lack a monopoly of violence and distinctions between the actors inflicting this violence is less clear. Exploring these uncertainties will lead to a more developed appreciation of how technology can shape the way we understand violence in international law.
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1. Introduction

War, as a form of violence, has persisted throughout known history. Indeed it has been a defining feature of the modern state given the close links of notions of territory and violence to sovereignty. Besides the legal monopoly of violence afforded to states by virtue of their sovereignty, states have historically also held the exclusive technological capacity to monopolise violence. Initially this took place across land but technological advancement expanded it into the sea, air and space domains, though territory remained the physical and legal basis for sovereignty or sovereign rights within these domains. Recently however, technological change has given rise to a new form of violence complicating the traditionally held monopoly of violence by states. Cyber attacks constitute this new form of violence and have become increasingly prominent in recent years. However, the prevalence of cyber attacks and the legal issues they raise has led to the general view that law is being outpaced by technology and thus unable to control this technologically enabled violence.

Using conceptualisations of the Estonia 2007 cyber attack as an example, this paper will explore why and how technology (cyber attacks) has resulted in this perception that law is falling behind technological developments. In doing so it will also explore the broader uncertainties that cyber attacks raise for international law. The first part of this paper will outline the different conceptualisations of the cyber attacks evident in Estonia’s official responses to the attacks. It will also provide a brief account of how existing literature tends to differentiate these conceptualisations (war, crime and terrorism) and how these become problematic in the cyber context. The second part will review how existing literature on cyber attacks and international law tends to characterise the problems that technology creates for law and how the approach of this literature to the relationship between law and technology is rather narrow. It will also outline existing literature that seeks to provide more sophisticated understandings of the relationship between law and technology. Part three will then discuss the uncertainties in international law made evident by the new form of violence that cyber attacks embody. Collectively this paper will demonstrate that a broader understanding of the relationship between law and technology is needed in order to fully appreciate the uncertainties that

---

1 For the purposes of this paper, the notion of violence is used to avoid context specific distinctions between different types of ‘armed conflicts’ and those that do not fit within these legal constructs. The term ‘cyber attack’ is also used broadly as a means of distinguishing this novel form of violence from the traditional types of violence that international law has been concerned with.
cyber attacks raise for international law and how technology can shape the way we understand violence in international law.

2. Estonia 2007

In 2007 Estonia was subject to a new type of violence which was vectored through cyberspace. Estonia was victim to a number of waves of cyber attacks following its government’s decision to relocate a politically contentious war memorial statue. Given the scale and duration of these attacks against a state heavily reliant on the internet, the events were described in the media as a cyber war (Landler and Markoff, 2007)(Farivar, 2007). The Estonian government’s initial responses in early May reflected the rhetoric, as it was believed that the cyber attacks were part of a broader Russian attack against Estonia and hence that Estonia was under attack from Russia (Paet, 2007a)(Ansip, 2007).

In the days and months that followed the attacks, Estonian officials described the cyber attacks as a part of a war, as crime and as terrorism. On 1 May, Estonia’s Minister of Foreign Affairs declared that ‘the European Union is under attack, as Russia is attacking Estonia’ (Paet, 2007a). This was echoed the following day in a speech by the Prime Minister to the Riigikogu (the Estonian Parliament), who stated that the sovereign state of Estonia was ‘under a heavy attack’ (Ansip, 2007). On the other hand, on 11 May the Minister of Foreign Affairs spoke at a Council of Europe committee meeting about the ongoing incident, however he framed this within the language of cyber crime and the Convention on Cybercrime framework urging Russia to take measures against cyber criminals operating within its territory (Paet, 2007b). In the lead up to a meeting of European Union defence ministers on 14 May, Estonia’s Minister of Defence made a statement raising issues regarding whether cyber attacks could constitute military action under the North Atlantic Treaty Organisation framework, thus allowing for the invocation of the North Atlantic Treaty’s collective security provisions (Estonian Ministry of Defence, 2007). In this context, he stated that ‘not a single NATO defence minister would define a cyber attack as a clear military action at present; however, this matter needs to be resolved in the near future’ (ibid). A day after the meeting, the Estonian Minister of Defence compared the attacks to terrorism stating that, given the ‘scale of damage and the way these cyber-attacks have been organised, we can compare them to terrorist activities’ (AFP, 2007). Additionally, the following month the Minister of Defence explicitly identified the problem of classification stating that ‘in our minds, what took place was cyber-warfare and cyber-terrorism’ (Aaviksoo, 2007).

In November 2007, approximately six months after the attacks, Estonia’s Minister of Defence gave a speech in which he backed away from describing the events as ‘cyber war’ stating that the term had ‘no real content for the time being’ (Aaviksoo, 2007). Instead, he said he ‘tend[s] to term the events that took place in Estonia ... as cyber-terrorism’ (ibid). This is largely reflected in the impact and objectives of the attacks, described by the Minister of Defence to have been primarily of ‘psychological nature’ causing intimidation of the people and limiting their access to information online (ibid). However, despite the lack of long term consequences or physical harm or destruction caused by the attacks, they were nonetheless stated to have ‘posed a serious threat to Estonian sovereignty’ (ibid).

The three different classifications of the cyber attacks evident in these responses show at least three legal regimes that are potentially applicable. These range from the general ‘use of force’ regime, the international laws seeking to tackle cyber crime and the international prohibition on terrorism. This also results in three different (though sometimes overlapping) conceptualisations of who was responsible for the attacks and what the legal and practical implications of that responsibility mean. If regarded as cyber war then Russia would have been the enemy creating the threat. If classified as cyber crime or terrorism, then cooperation would have been sought with Russia to end the attacks launched by the culprits. Thus the responses to the cyber attacks were mixed and the implications of each different characterisation varied in seriousness and in terms of who was responsible for the threat. As will be shown, this was a result of uncertainties in international law (especially at the time) about how to classify such an attack. Nonetheless, as the Minister of Defence’s speech in November 2007 demonstrated, even six months after the attacks Estonia continued to believe that its sovereignty was threatened by this new form of violence and there remained uncertainty about how to
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2 For a detailed account of the events, see (Tikk, Kaska and Vihul, 2010).
3 Despite the lack of concrete evidence to prove or disprove who was responsible for the attacks, some regard a degree of Russian government involvement as the only plausible explanation (Ottis, 2008).
4 Domestically however, the attacks were treated as criminal acts (Čosseck, Ottis and Talihärm, 2011).
conceptualise it under international law. As the following sections will demonstrate, much of this uncertainty in how to conceptualise the attacks was a result of perceived ‘gaps’ in the international legal framework at the time dealing with cyber attacks.

The uncertainties faced by Estonia in conceptualising the cyber attack are also the focus of much of the literature on cyber attacks and international law. As demonstrated by Estonia’s official responses, cyber attacks can be classified as war, crime or terrorism and hence can fall under different legal regimes. A common way this classification is made is by looking at the intention and/or identity of the actors involved. Shackelford for example notes the difficulty of discovering the identity of those responsible for cyber attacks due to the speed of attacks and the attackers’ ability to maintain their anonymity (Shackelford, 2009, p. 232) This problem is exacerbated by the fact that boundaries between crime and terrorism are breaking down more generally, and in cyberspace states can encourage private actors to commit cyber attacks and hide behind a veil of plausible deniability (ibid, p. 233). Hollis makes a similar point, noting that the current architecture of the internet makes it ‘difficult to know which set of proscriptions—crime, war, or terrorism—applies’ (Hollis, 2011, p. 378) to a cyber attack.

Indeed, even in the real world there are problems with classifying an act into these categories, because, according to Osler, ‘[t]he system breaks down when acts of crime look like war, and acts of war look like crime’ (Osler, 2003, p. 604). Brenner highlights the added difficulties of making these distinctions in cyberspace, noting that ‘these threat dichotomies break down when attacks are vectored through the virtual world of cyberspace’ (Brenner, 2009, p. 70). Thus, as will be demonstrated, technological change is further complicitying these distinctions between different types of violence (be they traditionally characterised as war, crime or terrorism), highlighting challenges to existing law and leading to the view that law is being outpaced by technology.

3. Existing literature

Besides discussing the need to determine an actor’s identity and intentions in order to classify a cyber attack, existing literature on cyber attacks and international law also tends to follow a similar pattern of writing about the relationship between law and technology. In fact, this pattern of writing is not unusual for people writing about legal problems created by technology. This pattern is described by Tranter as the ‘law and technology enterprise’ (Tranter, 2011) and usually begins with a technological crisis or event that reveals gaps in the law or creates challenges to existing law (ibid, p. 32). It then moves on to describe new, generally value-free law which is needed to fill these gaps. Given a positivistic approach to the law, the values that law embodies are not debated and law is simply reduced to a means of implementing policy (ibid, p. 70). Further, the historical relationship between developments in technology and law is often neglected (ibid, p. 72). Effectively this narrows the ways in which the relationship between law and technology is explored and it is also assumed that law has the capability to ‘control the impacts of technological change’ (ibid, p. 70).

The literature on cyber attacks and international law largely follows this pattern of writing about law and technology. A technological crisis or event is identified (the attacks against Estonia are commonly used as an example) or the destructive potential of cyber attacks is emphasised. For example Hollis notes the ‘enormity of the cyber threat problem’ (Hollis, 2011, p. 390) and that ‘[i]n terms of effects, cyber threats can be merely annoying or apocalyptic’ (ibid). Similarly Shackelford maintains that ‘cyber attacks represent a threat to international peace and security that is potentially as daunting and horrific as nuclear war’ (Shackelford, 2009, p. 198). The picture painted is mostly grim as cyber attacks can have unfathomable and apocalyptic consequences, and in scale can be comparable to nuclear attacks. This crisis event then reveals or highlights ‘gaps’ in the law as it is unable to ‘keep up’ with technology. For example Hathaway et. al. argue that ‘[c]yber-attacks present a new and growing threat—one that current international and domestic laws are not yet fully prepared to meet’ (Hathaway et al, 2012, p. 877) and that new international law is needed to ‘fill the gaps in existing law’ (ibid). Even the Tallinn Manual on the International Law Applicable to Cyber Warfare (Schmitt, 2013) expressly acknowledges that given the speed of development of these technologies, ‘cyber practice may quickly outdistance agreed understandings as to its governing legal regime’ (Schmitt, 2013, p. 3).

This literature also presents a common solution to addressing the problems. The solution is the creation of new law designed specifically for cyber attacks or one that extends existing law to this technology (Hathaway et al, 2012)(Hollis, 2011)(Hoistongton, 2009, p. 441)(Shackelford, 2009, pp. 197-198). Finally, the literature tends

Therefore this literature generally regards cyber attacks as a novel technological development creating new challenges to international law. The way to respond to these challenges is the creation of new law. However, the approach towards law is primarily positivistic, as the focus of much of this literature is on international legal doctrine with the political, social and technological context of law left marginalised. Despite some exceptions, this is largely the pattern of writing about law and technology that the cyber attacks and international law literature reflects. This is ultimately a narrow way of understanding the relationship between law and technology ignoring the historical relationship between the two, the technological environment in which law operates and the values that the law seeks to protect.

4. Law and technology

Another body of scholarship that focuses on law and technology more broadly seeks to address these concerns. Scholars within this body of literature seek to provide a more sophisticated understanding of the relationship between law and technology. They recognise that law and technology issues are not new and acknowledge other (now) historical events in which the two have intersected. They also consider the values that law protects and the socio-technological environment in which the law exists in order to provide a more fruitful account of the relationship between law and technology (Tranter, 2011, pp. 72-73). For example Mandel looks at the ‘lessons that can be learned from past responses to once-new legal issues created by technological advance’ (Mandel, 2007, p. 552) which help to understand the ‘current and future law and technology issues’ (ibid) that arise. Cockfield in turn argues that ‘technological developments can undermine important interests and values that the law seeks to protect’ (Cockfield, 2003-2004, p. 338) and that one needs to consider the ‘broader context of technological changes that may affect important interests and values’ (ibid, p 384). Gifford seeks to address the ways in which law and technology interact, one being ‘when society decides that technology produces undesirable results and employs legal rules to contain or modify those results’ (Gifford, 2007, p. 572). Therefore these authors stress the importance of history, the values that law protects and understanding the socio-technological environment in which law exists in order to better understand the relationship between law and technology.

Bennett Moses is another prominent ‘law and technology’ scholar who notes that the relationship between law and technology is often described as a race, with law always falling behind the pace of technology (Bennett Moses, 2007a). However, she seeks to provide a more detailed account of why and under what conditions law is outpaced by technology, in order to better understand the relationship between the two. According to Bennett Moses, technological change is change in what actors are practically or ‘technically capable of doing’ (Bennett Moses, 2007b, p. 598). This occurs when new forms of conduct are made possible that adjusts the limitations placed on actors by the previous technological state of affairs (Bennett Moses, 2007b, p. 594). Sometimes this leads to moments in time that the law has problems in dealing with this new form of conduct revealing ‘gaps’ in the law (Bennett Moses, 2007a, p. 241). Additionally, technological change can reveal the socio-technical context that previously underpinned the law. A situation in which ‘gaps’ in the law may be revealed occurs when law is uncertain in its applicability to new forms of conduct made possible by technological change (Bennett Moses, 2007a, p. 248).

While a degree of legal uncertainty can exist prior to technological change, this uncertainty tends to be amplified by technological change (ibid, pp. 250-253). Whether a new form of conduct is permissible or not will depend on whether it fits into an existing legal category. However, some forms of new conduct made possible by technological change cannot be easily classified as they do not fit easily into the existing legal categories (ibid, pp. 235-255). At other times, the issue is not with the new form of conduct, but instead with the legal category itself as ‘[s]ome legal categories and concepts become ambiguous in light of technological change’ (ibid, p. 257). Thus these uncertainties that result from technological change are unique and more problematic than simply legal uncertainty as they arise from the technology itself (ibid, p. 257-258).
5. Cyber attacks and uncertainty in international law

Uncertainty is a particularly prominent reason for why legal issues are raised by cyber attacks and the ‘technological change’ that they embody. While there is no specific point in time at which cyberspace technologies ‘changed’ and led to legal problems, the wide scale cyber attacks in 2007 against a state so reliant on the internet marked a significant event that led to increased discourse about these issues. The new forms of conduct made possible, as reflected by the Estonia incident included: the ability of non-state actors to exploit legitimate internet technologies and protocols and launch large scale cyber attacks against a state; the potential of governments to support such actors while maintaining plausible deniability and avoiding existing international legal obligations; the ability to undermine a state’s sovereignty in its cyberspace in previously inconceivable ways (especially given the increasing reliance of states on the internet); and the ability of actors to do this with relative anonymity. Thus broadly, the technological change resulted in a wider range of actors (including those whose identity remains unknown) with the ability to engage in a unique type of violence in cyberspace. As the abovementioned literature on cyber attacks and international law demonstrates, the technological change that cyber attacks embody have led to challenges for the law or revealed ‘gaps’ in the law. Here the law and technology literature, specifically the writings of Bennett Moses, helps us understand why these problems arise.

As demonstrated by Estonia’s mixed responses to the cyber attacks, it was faced with a number of uncertainties at the time. These uncertainties were largely doctrinal uncertainties. They revolve around questions of attributing state responsibility and whether a cyber attack can constitute a use of force. While there existed a degree of legal uncertainty in both of these contexts, these uncertainties were amplified by technological change. Instead of physical acts of violence committed by clearly identifiable actors, the attacks Estonia faced were vectored through cyberspace and were difficult to successfully trace due to technological structure of the internet and use of attacks that exploited this structure. Further, as a kind of violence in cyberspace, the cyber attacks also highlighted the uncertainty in the ‘use of force’ as a concept and whether it could include non-traditional uses of force made possible by technological change.

However, the uncertainties that this new form of technologically enabled violence creates are not limited to legal doctrine, which is largely the focus of existing literature on cyber attacks and international law. Instead, there is also uncertainty on another level about the compatibility of law, premised on the monopoly of violence of states, to regulate behaviour in a different technological environment. Historically, international law was concerned with ways in which to protect a state’s sovereignty over its territory and developed throughout a time when the nature of violence was primarily physical and the primary actors were states. Further, the technological ability to engage in large scale violence (war) was regarded as solely within the realm of states and at times this ability was regarded as a defining feature of sovereignty. Only states held this right and technological capacity and international law on the use of force was developed by states around this technological context. International law’s history with the regulation of violence has also been mixed, though state sovereignty and their consequent monopoly of violence have remained central in this history. While changing over time, the overriding purpose of the *jus ad bellum* for example was to provide restrictions and prescriptions on the violent conduct of states. However, these rules were developed over time to deal with different forms of physical violence by one state that threatened the sovereignty of another state. In this regard, international law was built around a certain technological environment – one in which states were the only actors who held this ability to engage in wide scale violence, both legally and practically (or technologically).

Due to technological change, there has been a diffusion of power in cyberspace and states are no longer able to maintain a monopoly of violence in this realm. Thus power relationships are changing, though international law remains premised on a different technological environment in which state power is supreme. As the technological change reflected in the Estonia incident demonstrates, a new technological environment has been made apparent in which states are no longer the sole actors capable of engaging in an effective form of wide scale violence. Nor is it always clear when a state is involved in acts of violence as the current technological environment makes it easy to mask one’s identity and thus blurs traditional legal distinctions of acts for which states may be responsible for. Consequently, there is not just uncertainty about how existing legal doctrine on state responsibility should apply or what legal regime cyber attacks should be categorised into. There is also uncertainty as to the ability of international law, structured around the centrality of sovereign states and based on the assumption that states are the only actors technologically capable of
maintaining a monopoly of violence, to regulate behaviour in cyberspace where power is more diffused, violence is no longer solely physical, distinctions between violence inflicted by state and non-state actors is less clear, and physical territory is less fundamental. This raises questions about the significance of territoriality, physicality and violence to sovereignty and international law, and reinvigorates one of the central concerns of international law – its ability to control international violence.

6. Conclusion

Collectively, this paper has sought to demonstrate how cyber attacks, as a new form of violence made possible by technological change, create uncertainties for international law leading to the belief that law is being outpaced by technological change. While the traditional conception of international law is inherently state based with a close connection to physicality and territoriality, the current technological environment is characterised by different power structures. Cyber attacks represent technological change reflective of this new technological environment, hence challenging some of these traditional assumptions. However, these uncertainties are not limited to legal doctrine as is the focus of much of existing literature and instead raise more fundamental questions about the relationship between technology, violence and international law. This paper has shown that a broader account of the relationship between law and technology is needed to better understand how technology shapes our understandings of violence in international law. This in turn will help us obtain a better understanding about how and why international law is being outpaced by technological change, an understanding of the past and present technological environment of international law and how technology can shape the way we understand violence in international law.
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